
Does this excite you?



Why is RDM important?

It has been estimated that the fire caused 
£50m worth of damage.

A spokesman said some of the world's most 
advanced research was carried out there and 
its loss was devastating. 





Outline

What is “research” data?

What’s your data management plan?

What is your data organisation style?

Some technical information (formats 
etc.)

Metadata and keeping track of your 
data

GDPR, security and safety

UCC

For me a win is:

1. You become active 
managers of your data

2. You go away with a 
concrete plan of what 
you are going to do



Question: Does good research REQUIRE good 
data management?

“If a cluttered desk is a sign 
of a cluttered mind, of 
what, then, is an empty 
desk a sign?”

Laurence J. Peter*

“Data is the fabric of the 
modern world: just like we 
walk down pavements, so 
we trace routes through 
data and build knowledge 
and products out of it?”

Ben Goldacre



Desk Entropy- where is the data?





Activity

You have completed your post-doctoral  
study with flying colours and published 
a couple of papers to disseminate your 
research results. Your papers have been 
cited widely in the research literature 
by others who have built upon your 
findings. However, three years later a 
researcher has accused you of having 

falsified the data. 

Do you think you would be able to prove 
that you had done the work as 
described? If so, how?

What would you need to prove that you 
haven't falsified the data?

What should you have done throughout 
your research study to be able to prove 
now that you had done the work as 
described?



SECTION 1: WHAT IS DATA?



"Research cannot flourish if data are not 
preserved and made accessible. All 
concerned must act accordingly".

"Data management should be woven into 
every course in science, as one of the 

foundations of knowledge".

'Editorial: Data's Shameful Neglect' (10 September 2009) in Nature 461, p. 145, 
doi:10.1038/461145a. Published online 9 September 2009; corrected 23 September 
2009.



Conduct a data inventory

• What types of data do you have?

• Who needs to be able to access your data?

• Who can access your data?

• Where is it stored?

• How is it filed?



What is research data?

“Research data are collected, observed, or 
created, for the purposes of analysis to produce 
and validate original research results.”

Edinburgh, Mantra

1. Different to information

2. Lowest level of abstraction when creating new knowledge 

3. Distinct from commercial data (sales, marketing etc)

“The evidence on which academic researchers 

build their analytic or other work” 

HEFCE 



Classification

Types

Objects

Classification
The source or “how” of data

Data Objects
The format plus the physical
objects

Data types
The format

Raw data

Raw results

Analyzed information



Context is everything

Mary Ryan 14 December 1873 – 16 June 1961) 
was the first woman in Ireland or Great Britain 
to be a professor at a university. She was the 
Professor of Romance Languages at University 
College Cork in 1910.



Context is everything

Mary Ryan (14 December 1873 – 16 June 
1961) was the first woman in Ireland or Great 
Britain to be a professor at a university. She 
was the Professor of Romance Languages at 
University College Cork in 1910.

Feminist 
scholarship

historians



1°, 2° data

Secondary Data
Readily available, large samples

Primary Data
Direct – you control what is collected

BRAINSTORM
What are the advantages and
disadvantages of primary and
secondary data?



Types of data

Text
Plain text files
Flat files such as EMBL
MS Word
Portable Document Format (PDF)
Rich Text Format (RTF)
Hyper-Text Markup Language
(HTML)
Extensible Markup Language (XML)

Multimedia
JPEG
TIFF
GIF
Dicom
MPEG
Quicktime
Bitmap
PNG

Numerical
SPSS
Stata
MS Excel
SAS
Flat files: fixed field format
files, delimited files
Hierarchical files

models
3D
Statistical
Similitude
Macroeconomic
Causal

01

02

03

04

5: software,      6: Discipline specific      7: instrument specific



Research data objects
Research data (traditional and 
electronic research) may comprise 
the following objects:
• Documents (text, Word), 

spreadsheets
• Laboratory notebooks, field 

notebooks, diaries
• Questionnaires, transcripts, 

codebooks
• Audiotapes, videotapes
• Photographs, films
• Test responses
• Slides, artefacts, specimens, 

samples

• Collection of digital objects 
acquired and generated during 
the process of research

• Statistical or other data files
• Database contents (video, audio, 

text, images)
• Models, algorithms, scripts
• Contents of an application 

(input, output, logfiles for 
analysis software, simulation 
software, schemas)

• Methodologies and workflows
• Standard operating procedures 

and protocols



SECTION 2: STAGES OF RDM



What is research data 
management? 

“Research data management concerns the organisation
of data, from its entry to the research cycle through to 
the dissemination and archiving of valuable results. It 

aims to ensure reliable verification of results, and 
permits new and innovative research built on existing 

information."

Digital Curation Centre (2011) 

Making the Case for Research Data Management
http://www.dcc.ac.uk/sites/default/files/documents/publications/Making%20the%20case.pdf

http://www.dcc.ac.uk/sites/default/files/documents/publications/Making%20the%20case.pdf


Stages of RDM

• Planning
• Operational (housekeeping)

– Documentation
– naming, versioning etc
– Storage and back up

• Post-project

Data management as a discipline has been around since 1950’s. It took 
a big leap in 1970s when electronic media emerged, another one in 
the 00’s with cloud storage. Even more recently GDPR and big data 
have brought data management to the fore. 





Why plan data management
Compliance:

Helps researchers meet the requirements of the various codes of practice 
Meets the requirements of funders

Meets the requirements of publishers
Efficiency:

Improves management of data and the research process.
Encourages systematic documentation and descriptions of the 

research data.
Provides guidelines and procedures ensuring consistency.

Security:
Safeguards against data loss.

Ensures confidentiality and ethical compliance.
Guarantees legal compliance to intellectual property rights such as copyright.

Access:
Allows researchers to validate and verify published results.

Enables collaborative research opportunities thereby increasing the potential scale and scope.
Prevents duplication of research within a particular field.

Allows data sharing and future use when the data is preserved in retrievable formats.
Increases citations for the researcher.

Quality:
Allows for data replication or reproducibility.

Increases the accuracy or reliability of the data.
Ensures research data integrity.

http://guides.is.uwa.edu.au/c.php?g=325196&p=2178581


IUA Policy on RI
Data storage and retention good practice 
The definition of ‘data’ for these purposes  encompasses the methodology used to 
obtain  results, the actual research results and the analysis  and interpretations by 
the researchers. 
Primary  responsibility for observing good practice in the use,  storage and 
retention of data sits with the individual  researcher, supported by the institution, 
and should  follow the principles below:
Data should be recorded in a clear and accurate  format. Particular attenton 
should be paid to  the completeness, integrity and security of these records. 
Data should be stored in secure and accessible  form and must be held for a length 
of time and  a minimum period of five years from the date of  publication is 
normally recommended, depending  on the type of data, 
in the absence of an institutional  records management and retention policy. Data 
should be organised in a manner that allows  ready verification either in paper or 
electronic  format. 
Original data should be authenticated, in  order to protect the university (or other 
research  performing institution) and researcher against  allegations of 
falsification of data. Research data and records may be discoverable in  the event 
of litigation. This means that the research  data and records may be accessed by 
the university  (or other research performing institution) and its  legal advisers, to 
determine their relevance to any  litigation process. 



IUA National Policy statement on 
Research Integrity

-Primary  responsibility sits with the individual  researcher.

-completeness, integrity and security of records. 

-Secure and accessible.

-Five years from the date of  publication

-Original data should be authenticated

-Research data and records may be discoverable in  the 
event of litigation



OECD types of misconduct by scholars 



SECTION 2.1.1 DATA MANAGEMENT 
PLANS



Funding policy and DMP

H2020 
• http://ec.europa.eu/research/participants/docs/h2020-funding-guide/cross-

cutting-issues/open-access-data-management/data-management_en.htm

NIH
• https://researchethics.od.nih.gov/DataManagement1.aspx

HRB
• http://www.hrb.ie/funding/policies-and-principles/open-research/

UCC
• https://www.google.com/url?sa=t&rct=j&q=&esrc=s&source=web&cd=1&ved=0a

hUKEwiYtpXLwoXcAhXKCMAKHXWJDSsQFggvMAA&url=https%3A%2F%2Fwww.ucc
.ie%2Fen%2Fmedia%2Fresearch%2Fresearchatucc%2Fpoliciesdocuments%2FRese
archDataManagementPolicy.docx&usg=AOvVaw0uOjCceqdD_RGC_vaFrP9Z



preservingdelivering

archivinghousing

.

maintainingcreating

Considerations for a DMP



DMP checklist

From digital curation center: 
http://www.dcc.ac.uk/sites/default/files/document
s/resource/DMP/DMP-checklist-flyer.pdf

Or from Swedish National Data Service:
https://snd.gu.se/sites/snd.gu.se/files/Checklist%2
0Data%20Management%20Plan_2017-10-16.pdf

Many others exist, some discipline specific, some 
suitable for multi-partner projects

http://www.dcc.ac.uk/sites/default/files/documents/resource/DMP/DMP-checklist-flyer.pdf
https://snd.gu.se/sites/snd.gu.se/files/Checklist%20Data%20Management%20Plan_2017-10-16.pdf
















Example DMP

Administrative information Name and ID of project, project description, funding 
body, PI &ID, Name of Data contact person, related 
policies, date of 1st version, dates of updates

Data collection Description of data (type, format, volume), existing 
datasets, methodology notes, data structural 
conventions – names and versions

Metadata Info needed for future interpretation, standards

Ethics and legal Details of consent, participant ID protection, secure 
storage of sensitive data, copyright and IP rights, 
storage (physical location, back ups, who is 
responsible). Security (risk management, access 
arrangements),  sharing policy. 

Responsibilities & resources For preservation, hardware, software requirements 



Labeling 
data

organisation

context

consistency



Test your research memory

• What did you have for breakfast this morning?

• What did you have for dinner on Sunday 17th

June?

• What did you have for dinner on 17th June 
2011?





Why Create a file structure system: 

Organization -important for future access and retrieval

Simplifies your workflow in managing files

Data files are easier to locate and browse

Eases data sharing: clear organization is intuitive to team members and 

colleagues

Data files are distinguishable from each other within and across folders

Document your system and use it consistently!



Good practices for organizing data files

First: define the types of data and file formats for the research

Be Clear, Concise, Consistent, Correct, and Conformant

Choose a meaningful directory hierarchy/naming convention which includes 

important contextual information

Document your system and use it consistently -choose a naming convention and 

ensure that the rules are followed systematically by always including the same 

information in the same order



Be Clear, Concise, Consistent, Correct, 
and Conformant



When consistency goes wrong

Doc.Final

Doc. Final 2

Doc. Definitive final

Doc. Copy of final 

Doc. Copy



Naming files

• Distinguishable within folder

• Distinguishable between authors

• Easy to locate (by author and others)

• Logical sequence

• Cannot be accidently deleted

• Versioned

• Can be moved and retain context



The good, bad and ugly of file names

• Intereview1.doc

• 2346254jkfdjli8jhrjhqg4hjt.jpg

• Myfile_mylocation_date_version_contains_firstversion_team
name_usedfor.xls

• P1_WP1_theme_ver.docx

• Joannes_file_final



Some ideas

• 25 characters

• No special characters e.g. & ; * % $ £ ] { ! @ / 

• Number order files only if using leading zeros : e.g., 001, 002, 
003, etc. will order files up to 999

• _ not .

• Descriptive independent of location

• Consistent dates (if used)

• Assume Joanne = JOANNE = joanne in naming but not always 
for sorting

• Use extensions where possible (often default)

• Ordinal number for major changes, decimal for revisions 1.1, 
1.2, 2.0 etc.



Bulk renaming tools

• Bulk renaming = batch renaming = mass file renaming

• Especially useful when instrument assigns file names (eg
camera)

• Avoids accidental overwriting

• Saves time

• Can replace unsuitable characters ($%^*)



Batch renaming tools Windows: 
• Adobe Bridge http://ist.mit.edu/adobe-creative-cloud
• Ant Renamer: http://www.antp.be/software/renamer
• Bulk Rename Utility: http://www.bulkrenameutility.co.uk/
• ImageMagick: http://www.imagemagick.org
• PSRenamer: http://www.powersurgepub.com/products/psrenamer.html
• RenameIT: http://sourceforge.net/prpjects/renameit

Mac:
• Adobe Bridge :http://ist.mit.edu/adobe-creative-cloud
• ImageMagick: http://www.imagemagick.org/
• Name Changer: 

http://web.mac.com/mickeyroberson/MRR_Software/NameChanger.html
• PSRenamer: http://www.powersurgepub.com/products/psrenamer.html
• Renamer4Mac : http://renamer4mac.com/
• Name Mangler: http://manytricks.com/namemangler/

Linux
• GNOME Commander: http://www.nongnu.org/gcmd/
• GPRename: http://gprename.sourceforge.net/
Unix: the use of the grep command to search for regular expressions



versioning

• Include in DMP

• Record every change

• Always keep raw data

• Discard obsolete versions

• Consider 

– Multiple users

– Multiple sites/locations

– Synchronisation across storage



Discarding obsolete files



Write down 3 things you are going to do to improve 
your data management in the next 2 weeks.
1.

2. 

3. 

Name: ____________
(internal) post address _______________________



STORAGE AND SECURITY



What to consider

• What are your options?

• Backups?

• Being proactive

• Passwords and safety

• Encryption

• Safe destruction of obsolete data



Where to store data

• Local 

– portable or 

– Integrated

• NAS

• Cloud



Cloud storage



UCC – Research Data Store

• Anytime, any place

• Staff and student (@ucc.ie address)

• <=1TB – FREE!!

• PI requests to Eoghan Ó Carragáin :Library – research data 
store

• Shared – per research group, incl students

• Install receiver on machine and click on it on desktop

• Access the data and analyse the data (e.g. spss)



Post-project data management

• Correspondence (electronic mail and paper-based correspondence)
• Project files
• Grant applications
• Ethics applications
• Technical reports
• Technical appendices
• Research reports
• Research publications
• Master lists
• Signed consent forms
• Social media communications such as blogs, wikis, tweets etc.

What is your succession plan? 



DATA MANAGEMENT 
PROFESSIONALISATION



DAMA

DMBOK





TRENDS



Gartner Hype cycle



Data SWOT 2018?

• IT in institution responsibility for cloud data

• Data breaches increasing at 40% pa 
(particularly ransomware)

• GDPR fines?

• Increasing sophisticated data analytics (IQ 
boost for data management)

• Data continue exponential growth, storage to 
slow though –increased need for data hygiene



4 Vs

Volume

Variety

Velocity (of analysis)

Veracity

Definition: extremely large 
data sets that may be 
analysed computationally to 
reveal patterns, trends, and 
associations, especially 
relating to human behaviour 
and interactions.



GDPR
http://gdprandyou.ie/gdpr-for-individuals/



Blockchain

A blockchain, is a continuously 
growing list of records, called 
blocks, which are linked and 
secured using cryptography



Storage v data 

“The total amount of digital data generated in 2013 was 
about 3.5 zettabytes (that's 35 with 20 zeros following). 
By 2020, we'll be producing, even at a conservative 
estimate, 44 zettabytes of data annually.” 

Mark Whitby, Seagate

By 2020, we can predict a minimum capacity gap of over 
six zettabytes – nearly double all the data that was 
produced in 2013.

Silicon is showing limitations, need to look at DNA, 
quantum computing, RRAM, HAMR



https://youtu.be/yR2wWQYiVKM



Data richness

https://youtu.be/-
Gj93L2Qa6c


